
To be amended/specified via delegated acts

Criteria:
n/a

Additional criteria:
• Used by NIS2 entities
• Resilience of supply 

chain

Criteria:
• Functionality (e.g. critical software)
• Intended use (e.g. industrial control/NIS2)
• Other criteria (e.g. extent of impact)

Mandatory EU 
certificationThird party assessmentApplication of a standard 

or third party assessment

Which conformity assessment to follow?

Self-assessment

Default
category

Critical
“Class I”

Critical
“Class II”

Highly
critical

90% of products 10% of products

Examples:
Photo editing, word 

processing, smart speakers, 
hard drives, games etc.

Examples (Annex III):

Password managers, network 
interfaces, firewalls, 
microcontrollers etc.

Examples (Annex III):

Operating systems, 
industrial firewalls, CPUs, 

secure elements etc.

Examples:

n/a
(empowerment to

future-proof the CRA)


