
• Identify and document dependencies and vulnerabilities, including SBOM
• No known vulnerabilities and address vulnerabilities without delay
• Test the security of the digital product
• Publically disclose information about fixed vulnerabilities
• Coordinated vulnerability disclosure policy
• Facilitate the sharing of information about potential vulnerabilities
• Mechanisms allowing the secure updating 
• Patches are delivered without delay, free of charge and with advisory 

messages

Vulnerability handling requirements


